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Information Security Policy

The protection of confidential information processed in the course of our operations and
the protection of our customers' data is a fundamental interest of Fluenta Europe Kift.

We use all our tools and knowledge to protect and ensure the confidentiality, integrity,
and availability of the information we process.

Our aim is prevention; therefore, we have implemented, operate and develop an
Information Security Management System for our procurement, e-procurement and
professional services and related support processes, which includes Information Security
requirements and complies with the requirements of the current ISO 27001 standard.

To ensure information security and business/service continuity, and to reduce the
potential damage from information security incidents, we have implemented and are
continuously improving procedures to ensure the confidentiality, integrity and of
information and information processing, and the availability of information. We constantly
strive to ensure that the principles of information security are not compromised while
providing quality services.

We make it a priority to comply with security requirements and avoid non-compliance with
laws and other regulatory and contractual obligations.

Knowledge of and compliance with information security rules is mandatory for all our
employees and contractors.
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